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Executive Summary 

This document is the Data Management Plan (DMP) for the project PoDIUM – PDI connectivity and 

cooperation enablers building trust and sustainability for Connected, Cooperative and Automated 

Mobility (CCAM). This Data Management Plan presents guidelines including the description of the data, 

procedures for data management and data management tools for accessing and using the PoDIUM 

data for research purposes.  

 

PoDIUM will generate and handle different types of data in the following categories: technical data, 

evaluation data, user acceptance data, internal administrative data, and data on project outcomes and 

studies. These data types differ in their purpose and how they are handled. Generally, stored technical 

data which is used for development and validation, evaluation data and data on project outcomes and 

studies will be made available as open as possible, without conflicting with the law or commercial 

interests and intellectual property rights (IPRs) of partners. User acceptance data will be made 

available as far as possible in accordance with the General Data Protection Regulation (GDPR). Internal 

administrative data is internal working material and will not be made available beyond the consortium. 

The principles of making data findable, accessible, interoperable and re-useable (FAIR) will be applied 

in the project. There are differences among the data categories in terms of how FAIR principles are 

applied, which are described in the document.  

 

This document is a result of Work Package (WP) 1, task T1.3 – Data Management Plan, and fulfils the 

requirements for deliverable 1.4 – Data Management Plan. It is primarily intended to serve as an 

internal guideline and reference for all PoDIUM beneficiaries. It draws on the Grant Agreement, and 

together with the Grant Agreement, it is to be regarded as an overall reference for managing data in 

PoDIUM. Project partners are responsible for collecting, managing and sharing data according to the 

guidelines and procedures detailed in the DMP. 

 

The structure of this deliverable is as follows: 

• Chapter 1 – Introduction – introduces the project and the purpose of the deliverable. 

• Chapter 2 – Data summary – provides a description of the types of data to be generated by 

the project, and specifies information about the data types. 

• Chapter 3 – FAIR data – describes how data will be made findable, accessible, interoperable 

and re-useable. 

• Chapter 4 – Data protection and ethical aspects – details the methodology to be followed to 

reach compliance with data protection regulation and consideration of ethical aspects. 

• Chapter 5 – Data security – describes the approach towards guaranteeing data security. 

• Chapter 6 – Other research outputs – describes management of other research outputs. 

• Chapter 7 – Allocation of resources – describes how allocation of required resources for data 

management is implemented. 

• Chapter 8 – Other issues – describes other issues related to data management. 

• Chapter 9 – Conclusions – concludes the deliverable. 

 

This deliverable is the first version of the Data Management Plan, which presents the Data 

Management Plan for PoDIUM with the state of information at M06 of the project. It will be updated 

in M18 and in M36, as D1.5, and D1.6 respectively.  
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1. Introduction 

1.1. Project intro  

PoDIUM aims to support advanced Use Cases (UC) of connected and cooperative automated mobility 

in real traffic conditions. Building on the proposed urban and highway UCs in the facilities of 3 well-

equipped Living Labs in Germany, Italy and Spain, PoDIUM will tackle all the different requirements for 

availability and performance of connectivity as well as the different cooperation enablers per UC. The 

proposed UCs aim to advance a set of key technologies both in the physical and digital parts of the 

infrastructure. In particular, the following non-exhaustive list of contributions will be pursued: 

• A multi-connectivity approach to ensure reliability, availability and redundancy of the Physical 

and Digital Infrastructure (PDI) system. 

• Advanced data fusion and integration of Multi-access Edge Computing (MEC) to the proposed 

hybrid data management environment to enable enhanced environment perception models 

towards digital twins.  

• New Cooperative Intelligent Transport Systems (C-ITS) messages for enabling the specific 

advanced CCAM UCs. 

• Ensure software integrity, trust and truthfulness of CCAM data, their exchange and their 

processing. 

• Demonstration of urban and highway UCs in a diverse set of configurations with the 

integration of Vulnerable Road Users (VRUs). 

1.2. Purpose of the deliverable  

This Data Management Plan provides a complete set of guidelines including the description of the data 

and data management tools for accessing and using the PoDIUM data for research purposes.  

 

This DMP is elaborated as part of WP1 to define procedures on how to handle personal data to 

guarantee citizens’ fundamental rights and avoid misuse of the project results. It specifies how the 

data will be securely stored and whether it will be destroyed at the end of the project or archived for 

further use by the research community. In the latter case, the DMP provides recommendations for 

future maintenance and access to the data by consortium partners and external parties. The DMP also 

ensures that the data is made findable, accessible, interoperable and re-useable (FAIR). Data privacy 

and security issues are also addressed in the DMP, where related requirements and applicable 

standards will be specified. The principle is to be as open as possible and to provide all data except 

those, which are conflicting with the law or commercial interests and IPRs of partners. The DMP 

complies with the European Union (EU) and international regulations for the management and use of 

data, and aligns with GDPR.  

 

This deliverable is the first version of the Data Management Plan. As a first version, it provides a high-

level overview, while aiming to be as comprehensive as possible given the current knowledge. The 

objectives related to this deliverable have been achieved in full and as scheduled.  

 

An update of the Data Management Plan will be published as D1.5 in March 2024, month 18 of the 

project, and the final version of it will be published as D1.6 in September 2025. 
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1.3. Intended audience 

The dissemination level of D1.4 is ‘public’ (PU), thus the deliverable is available to members of the 

consortium, the European Commission (EC) Services and those external to the project. This document 

is primarily intended to serve as an internal guideline and reference for all PoDIUM beneficiaries, 

especially the governance bodies such as the General Assembly, the Technical Management Team, and 

the External Advisory Board. 
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2. Data summary 

This section provides a description of the types of data to be generated by the project.  

 

It is not foreseen that PoDIUM will re-use any existing data. The data which will be used in PoDIUM 

will be fully generated in the project, although the developments are based on the work of previous 

projects as well, such as in virtual tests in C-ROADS, where C-ITS messages have been exchanged as 

packet capture (PCAP) files and analysed by different partners in different countries. If in the future 

any existing data is re-used in PoDIUM, this will be described in the updated Data Management Plans. 

 

PoDIUM will generate and handle different types of data which can be organised into the following 

main categories: 

• Technical data: related to the technical development and operation of the PoDIUM reference 

architecture and the deployed UCs. 

• Evaluation data: related to testing and evaluation processes. This includes measurements of 

the performance indicators as well as data required to validate the results presented in the 

outcomes and scientific publications. 

• User acceptance data: collected in user acceptance questionnaires among UC demonstration 

participants. 

• Internal administrative data: data generated/shared internally for administrative and 

management purposes. 

• Data on project outcomes and studies: data generated from managerial, technical and 

scientific activities for reporting project achievements. 

2.1. Technical data 

Technical data includes C-ITS data, sensor data, processed data, communication network data, or other 

data necessary for development or operation. Table 1 provides a description and examples of data for 

each data category. The table also shows that much of this data is put into C-ITS messages and 

exchanged between the vehicles and the infrastructure.  

 

A large amount of data is generated by the systems used in the project (e.g., by sensors and other 

systems from deployed automated vehicles). However, only a small part of this data is used for actual 

development and validation in the project and is therefore relevant for the Data Management Plan. 

For example, data that is generated by systems used in the project but are not subject to the research 

and development activities (e.g., vehicle data that do not relate to positioning or environment 

representation) are likewise not detailed in the Data Management Plan. 

 

Much of the data is exchanged for operational reasons only. Storage of this data is not necessary for 

the project and would result to an unnecessarily large volume of data to be stored and managed (e.g., 

each vehicle sends 10 cooperative awareness messages (CAMs) per second, resulting in large amounts 

of data). Consequently, this data will also not be made available. The data required for the verification 

of the developments will be made available. 
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Table 1 

Technical data 

subcategories 

Description of data Examples Data provision format 

C-ITS messages A variety of C-ITS messages will 

be used in the UCs to send 

information between 

infrastructure and road users 

(vehicles and VRUs). 

UC 2: Infrastructure informs connected 

vehicles about the presence of an 

emergency vehicle through decentralized 

environmental notification messages 

(DENMs)  

Data is provided for example in PCAP format (an 

application programming interface (API) for capturing 

network traffic) for standardised messages. Messages 

extended within PoDIUM are provided for example via 

JavaScript Object Notation (JSON) or Extensible Markup 

Language (XML). 

Sensor data Data collected by sensors 

(infrastructure and vehicle 

sensors). 

UC 4: Object detection by roadside unit 

(RSU) cameras and light detection and 

ranging (LiDARs) 

In the systems used in PoDIUM, a lot of sensor data is 

generated. This data is further used and exchanged in the 

project in processed form. C-ITS messages are (often) used 

for this purpose: Position data is exchanged in the form of 

CAM, virtual antenna mapping (VAM) or DENM, and 

environmental information via certified public manager 

(CPM) messages. Therefore, this data is also provided in 

the form of C-ITS messages. 

Processed data Data resulting from the fusion 

and processing of sensor and 

other input data 

UC 5: Information of current events from 

the traffic control centre 

See above (sensor data) 

Data from the 

communication 

network 

Meta data describing the 

communication quality between 

the vehicle with the MEC using 

different communication 

technologies. 

UC 1: reliable data transmission for 

cooperative corridor management 

Data is provided in csv format indicating end-point data 

transmission and reception times and packet sizes. 

Summary statistics will be provided for the packet loss 

fraction (in csv format). Further data on round-trip delays 

will be provided in csv format. 
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Risk level indication Risk level data is still under 

definition 

UC 5: Digital twin risk level evaluation Risk level will be expressed in the form of an attribute of 

the Digital Twin (DT) that models the tunnel. 

Quality indicators 

for truthfulness 

An indicator will be defined 

based on the redundancy of the 

information or other data fusion 

techniques used. 

UC4: The presence and position of a VRU 

or vehicle is assessed by a high quality 

indicator as multiple sources of this 

information are available (RSU Camera 

sensor + CAM messages + vehicle sensors). 

Truthfulness data will be referring to the information in the 

DT or will be provided via a parallel structure to DT. 
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2.2. Evaluation data 

This category contains all data from the project’s evaluation tasks. Evaluation data contains the results 

of the evaluation of the pilots as well as the UCs and new services resulting from the project. This data 

generated from the internal tests performed through the project UCs evaluation and validation will be 

made available. 

 

Data on the assessment of performance metrics and especially key performance indicators (KPIs) 

measures are of particular interest for the whole community - and are at the same time a key value 

for the implemented solutions in order to become market ready.  

 

The exact details of the generated evaluation data, e.g. type and format, will be specified once the 

detailed definition of the evaluation procedures and KPIs is finalized and the concrete data required 

for the validation of project results is defined. 

2.3. User questionnaire data 

The potential public acceptance of the PoDIUM platform and the UCs demonstrated in the 3 Living 

Labs will be assessed via impact assessment/user acceptance questionnaire-based surveys. 

Questionnaires will be structured in the form of multiple-choice questions for facilitating easy 

processing and analysis. In limited cases and if the need is identified, a user may be able to enter free 

text, e.g., for providing more detailed qualitative feedback. In such cases, it will be carefully assessed, 

whether those data and in which form can be made available due to GDPR. The details of the 

questionnaires and their exact format will be specified as part of Task 5.3: Public acceptance and 

impact assessment. 

2.4. Internal administrative data 

This kind of data refers to data produced by project management activities, such as meeting minutes, 

recordings, internal reports, data stored for historical purposes and follow-up. It is collected by the 

management team, which includes the project manager, the WP- and task-leaders. Data is stored and 

shared between project partners by using a project management tool, which requires the 

authentication of the users (Redmine). 

 

The internal administrative data is internal working material and will therefore be considered 

confidential for internal use in reporting, taking the PoDIUM ethical requirements, as listed in chapter 

6, into consideration. 

2.5. Data on project outcomes and studies 

Data in this category is generated in the project for the purpose of reporting project outcomes from 

managerial, technical and scientific activities. This includes project deliverables, scientific and technical 

publications, videos and presentations. This data may be useful for the general public, for example for 

potential future projects, which build on the work of PoDIUM as well as the industry and public bodies 

wanting to learn from PoDIUM outcomes. All the data in this category is provided in text form and 

possibly graphical representation. The data size is expected to be low. 
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3. FAIR data  

This section describes how data will be made findable, accessible, interoperable and re-useable (FAIR). 

FAIR principles are applied to research data and outputs in order to facilitate sharing and re-use of 

data, also in the long term, and to maximize the impact of research1. Due to the specific characteristics 

of the different data categories described in chapter two, there are some differences between the data 

categories in how FAIR principles are applied. Because of this, in this chapter, FAIR aspects are 

described in separate sections for each of the data categories.  

3.1. Technical data 

For the data exchange in all UCs we use basic C-ITS messages, e.g. CAM traces for vehicle movements, 

DENM for traffic event communications, IVIM for traffic signs communicated from infrastructure to 

vehicles and CPM for communicating the dynamic data contents between various participants. 

Therefore, providing the respective message set for each single UC defined and performed in 

demonstrations makes it possible also for externals to have access to KPI definitions and respective 

PoDIUM data sets. 

 

At the moment, the only data type that is fixed is C-ITS messages. Details of other technical data are 

being worked out in the specification phase currently underway. Therefore, information on the FAIR 

aspects for C-ITS messages is provided in this version of the DMP. Information on FAIR aspects of 

additional technical data will follow in updates to the DMP, when the content has been clarified. 

 

Data will be made findable through: 

• Direct links in research publications and deliverables. 

• The PoDIUM website: Data are categorized and tagged with keywords and links. 

• Keywords at Zenodo or participant repositories. 

 

Keywords are carefully selected to make the data discoverable, e.g., when searching for research 

questions, UCs, C-ITS messages, etc. 

 

Certain C-ITS messages – exchanged via wireless transmission – will be made accessible either directly 

through participants' repositories for sharing research data or through portals such as Zenodo. As 

metadata to understand the content of C-ITS messages, references to the corresponding standards 

will be made publicly available. The standards used will be linked on the PoDIUM website (these links 

concern, depending on the message, standards available for free but also standards that have to be 

paid for). For the extensions made in PoDIUM, the documentation is provided in the corresponding 

deliverables. 

 

Interoperability is an important element of PoDIUM as this is key to facilitate the interaction between 

infrastructure and vehicle side. As the basis for CCAM research work at data level is the use of C-ITS 

messages, these are standardized by the International Organization for Standardization (ISO) and the 

European Telecommunications Standards Institute (ETSI). The respective communication profiles are 

openly available and published at infrastructure and at vehicle level – and these will be used in 

                                                           
1 https://www.openaire.eu/how-to-make-your-data-fair  

https://www.openaire.eu/how-to-make-your-data-fair
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PoDIUM, since PoDIUM is also fully aligned with the C-ROADS approach. This ensures interoperability 

and the correct interpretation of data. In addition, any additional developments of the project, will 

build as much as possible on standardised elements. In the documents, a detailed explanation will be 

provided to ensure the correct interpretation. The potential extension of C-ITS messages (probably 

extend and adapt VAM to the needs of PoDIUM UCs) will be made available via deliverables and 

technical papers, and be input to standardisation activities (in certain cases, due to copyright issues 

only references to the changes to the standards will be published). This information will be made 

available already in draft format. Information will be provided, if possible, via the website and via open 

source repositories that follow the FAIR principle, e.g., Zenodo. Due to copyright issues some 

technical/scientific papers may instead be published via institutional repositories, which also follow 

the FAIR principles. Proposing only additions to already standardised messages shall guarantee as 

much interoperability and re-usability as possible. 

 

Transmitted C-ITS data provided are free to re-use. The required information for usage is the standards 

and profiles and information on PoDIUM extensions as described above. 

3.2. Evaluation data 

Evaluation data is a subset of the data produced during the lifecycle of the project and will be produced 

in the evaluation tasks defined in WP5 (T5.1, 5.2 and 5.3). More specifically, data will be collected from 

attached (end-user-) equipment and the monitoring mechanisms following the experimentation 

procedures. The exact description of the evaluation data will be done within the separate tasks, T5.1, 

T5.2 and T5.3, starting in October 2023. 

 

As described before, also information on the FAIR aspects for evaluation data will follow through 

updates of the DMP, when the evaluation tasks have been clarified. Following up on this, evaluation 

data will also be made findable through direct links in research publications and deliverables, the 

PoDIUM website, where data are categorized and tagged with keywords and links as well as through 

keywords at Zenodo or other repositories from participants. 

 

Accessibility for evaluation data will also be provided, either through portals like Zenodo or directly 

through participants' repositories. C-ITS messages for the various potential purposes will be made 

accessible either directly through participants' repositories for sharing data or through portals such as 

Zenodo. As for interoperability, standardized messages (in ISO and ETSI) and the respective 

communication profiles that are openly available and published, will be used for evaluation. Evaluation 

data provided is generally free to re-use. The required information for usage is the information given 

on the standards and profiles on PoDIUM extensions as listed above. Information will be provided via 

the PoDIUM website and via Zenodo. 

 

In the next versions of this deliverable (D1.5), also end-to-end experience related data from the 

running services from the pilots with respect to each UC will be analysed and described.  

3.3.  User acceptance questionnaire data 

The data collected from user questionnaire responses from pilots will also be made findable, 

accessible, interoperable and re-used as mentioned above with the clarification that any personal 

information of the user will be removed before publication. 
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3.4. Internal administrative data 

Internal administrative data is accessible to all project partners, as described in the Project 

Management Plan (D1.1). Beyond this, FAIR criteria do not apply to internal administrative data. 

3.5. Data on project outcomes and studies 

All project deliverables, with the exception of the deliverables on business models (D6.2 & D6.3), 

Exploitation plans (D7.7 & D7.8) and the Exploitation report (D7.11) will be made publicly available via 

the PoDIUM website and the EC portal. The public deliverables may be re-used without limitations. 

The deliverables related to business models and exploitation will not made be publicly available 

because of conflict with the commercial interests of partners. Presentations & videos from public 

events and conferences will be made publicly available (as far as contractually permitted) and shared 

via the PoDIUM Website. In the case that the situation arises during the project were further data on 

project outcomes and studies conflicts with IPRs or commercial interests of partners, the individual 

situations will be assessed and any change will be documented in the future versions of the DMP. 

 

Research publications will be made available, given the publishing body copyright agreement, in a 

machine-readable electronic copy with open access, at the latest upon publication, and deposited in 

trusted repositories listed in OpenAIRE (Open Access Infrastructure for Research in Europe), namely 

Zenodo, and/or institutional repositories of project partners. Due to copyright issues some 

technical/scientific papers may instead be published via institutional repositories, which also follow 

the FAIR principles. PoDIUM consortium partners will be free to choose between self-archiving 

(“green” Open Access) and open access publishing (“gold” Open access). Zenodo assigns a persistent 

identifier to publications made publicly available in the repository 2 , and so do the institutional 

repositories of the partners. The scientific publications may usually be re-used without limitations. 

Scientific publications will be licensed under the latest available version of the Creative Commons 

Attribution International Public License (CC BY) or with licenses under equivalent rights. However, 

monographs and long text formats may be licensed under licenses excluding commercial use and 

derivative works, such as CC BY-NC and CC BY-ND. Information on any research outputs, tools, or 

instruments needed to validate the conclusions of the scientific publication will be made available via 

the repository. 

 

For scientific publications, the following information will be included in the metadata: publication 

(author(s), title, date of publication, publication venue); Horizon Europe funding; grant project name, 

acronym and number; licensing terms; persistent identifiers for the publication, the authors involved 

in the action and, if possible, for their organizations and the grant, as well as, when applicable, 

persistent identifiers for any research output or any other tools and instruments needed to validate 

the conclusions of the publication. Metadata of scientific publications will be open and licensed under 

Creative Common Public Domain Dedication (CC 0) or equivalent licenses. 

  

                                                           
2 https://zenodo.org/  

https://zenodo.org/
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4. Data protection and ethical aspects  

This section describes data protection and ethical aspects and details the methodology to be followed 

to reach compliancy with data protection regulation and consideration of ethical aspects. 

 

The project activities will adhere to the Helsinki Declaration and the Ethics of Information and 

Communication Technologies report (2012) from the European Group on Ethics in Science and New 

Technologies to the EC and will conform to the Charter of Fundamental Rights of the EU. All the data 

processing activities will comply with the requirements of GDPR, as described in the Grant Agreement 

(chapter 15.2 - Data processing by the beneficiaries). 

 

PoDIUM will organize anonymous questionnaires among the UC demonstration participants. No 

personal data will be collected from questionnaire participants, but only information related to their 

opinions and attitudes towards the use of the proposed demonstrated services and towards CCAM in 

general. User acceptance questionnaires will be collected only locally by the local Living Lab partners 

and only anonymized data will be exploited at project level. The data to be processed will be relevant 

and limited to the purposes of the project (in accordance with the "data minimization" principle). 

According to the objectives and methodology of PoDIUM there are no ethical concerns arising from 

the implementation and execution of the project since no personal data are needed in the user 

acceptance part or the evaluation and demonstration phase of the project. 

 

Participants recruited within the project studies will be able to give informed consent and will sign an 

age- and language-appropriate consent prior to each new study/demonstration. The participants will 

not include potentially vulnerable groups, minors or any other persons who are unable to give 

informed consent. The completed informed consent forms and information sheets (explaining the 

scope in language and terms intelligible to the participants) will be kept on file. Participants will also 

be provided with clear opportunities to provide feedback regarding their participation. The informed 

consent form will contain no other sensitive personal information than the name, surname and 

potentially the age of the participant. 
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5. Data security 

This section describes the approach towards guaranteeing data security. 

 

The PoDIUM consortium is aware of the significant potential risks related to data security, in particular 

during data collection and exchange. Among others, these have been integrated in the risk assessment 

performed at the beginning (M03) of the project, specifically identified in deliverable D1.2, “Quality 

Assurance and Risk Management”. 

 

Cyber-security and privacy principles will be applied to all the data categories. Therefore, general 

methodologies and principles concerning end users need to be set up. Involvement of end-user in test 

activities will be carried out in a responsible way by providing a briefing on the project and the test 

activities, including information about potential risks. 

5.1. Secure data collection 

The following security principles will be implemented to achieve the best protection against any type 

of modification:  

• Authentication: Users which are given access to data servers need to be authenticated. 

Moreover, also, the servers need to be authenticated. 

• Authorization: Access to data servers is only available to authenticated and authorized users. 

The categories for these as well as the rights of the users are predefined and will be enforced. 

The access control mechanisms need to be identified for every trial site and project-wide to 

provide authorization. 

• Accounting: Every access and also every modification to a resource by any user needs to be 

securely logged to prevent users from denying that data files were accessed, altered or 

deleted.  

• Confidentiality: Data that is stored in servers need to be encrypted during the phase of 

transmission and storage. 

• Communication Security: Every access to servers needs to be done through encrypted 

communication channels such as Hypertext Transfer Protocol Secure (HTTPS). 

• Availability: The principle of security assures that data on servers is available for proper users 

during the defined time of service. Regular backups of the data need to take place. 

 
For many data communication scenarios, it is very important to verify the authenticity and integrity of 

the messages containing information such as position and heading. This authenticity and integrity 

allow assessing the trustworthiness of this sent information. 

5.2. Secure data storage  

All logged data generated during the project, including those at the evaluation and demonstration 

events of PoDIUM, will be securely stored locally in the servers of each partner involved in data 

collection and generation. Any user questionnaire responses (only anonymised data) from the 

demonstration events will be stored and regularly backed up through the internal collaborative tool 

‘Redmine’: the Institute of Communication and Computer Systems (ICCS) is hosting a Redmine 
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installation under: https://redmine.iccs.gr/, where a dedicated project area has been created for 

PoDIUM. The web access to https://redmine.iccs.gr/ is secured using a digital certificate from TERENA 

(https://www.terena.org). The server hosting the Redmine installation is located in the ICCS premises 

in Athens, Greece, in a secured rack in the ICCS server room. The server databases are backed up daily, 

while its files are backed up every second day. The server is built with multiple redundancies, network 

and disk-wise, in order to ensure its constant operation and network access. Third-party services like 

Dropbox and Google Drive will not be used for sensitive data storage and sharing. 

 

During the course of the project, data will be shared among partners as determined appropriate by 

the partners themselves. Potentially sensitive data will only be stored locally in conformance with 

GDPR, the consortium agreement and the internal consortium procedures as specified in D1.1 – Project 

management plan and D1.2 - Quality Management Plan. 

 

Data that is produced during the runtime of the PoDIUM project will be stored in local and central 

servers during the duration of the whole project. It will be treated as confidential and security 

processes and techniques will be applied to ensure their confidentiality in compliance with the 

regulation on the protection of private data (GDPR). 
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6. Other research outputs 

This first version of the DMP contains information that is currently available and is a general guidance 

on the management of other research outputs. For the next version of the DMP, a plan for the 

management of potential other research outputs will be created, according to the output of the 

individual pilots. 

 

This section describes the management of other research outputs, as outlined in the Horizon Europe 

DMP template and Annex 5 in the Grant Agreement (this can be for example software, algorithms, 

protocols, models, workflows and electronic notebooks). In particular, this section explains how 

research outputs, which will be generated or re-used in PoDIUM, will be managed, shared and made 

available for re-use, in line with the FAIR principles.  

 

In the case of PoDIUM, examples where this may be relevant are: perception models, traffic 

management schemes, digital solutions and others. 

7. Allocation of resources 

At the current stage, it is not possible to estimate what all the costs for making data and other research 

outputs of PoDIUM FAIR will be, or how the costs will be covered. This aspect will be detailed in the 

future versions of the DMP.  

 

The data used in PoDIUM will be generated and collected as part of the project activities in the UCs. 

Task 1.3 is dedicated to data management and is led by AustriaTech, who is also the Data Management 

and Protection Officer (DMPO) of the project. The DMPO coordinates the Data Management Plan and 

raises potential issues and proposes solutions for dealing adequately with data privacy and data 

protection regulations, and will liaise with the partners who will perform the trials to establish 

procedures that ensure the proper application of the data protection policies at the national level. The 

DMPO is responsible for defining procedures to ensure that data is managed following FAIR principles, 

in a secure and GDPR compliant way. PoDIUM partners are responsible for collecting, managing and 

sharing data according to the guidelines and procedures detailed in the DMP.  

 

Budget is allocated under Task 7.2 of the project for the production and publication of scientific and 

technical publications. For long-term preservation of data, one low-cost option is storing data in a 

repository, such as Zenodo, which is free of charge. 

8. Other issues 

It is not foreseen that PoDIUM partners will make use of other national/funder/sectorial/departmental 

procedures for data management. If other national/funder/sectorial/departmental procedures for 

data management will be used in the future, this will be described in future versions of the Data 

Management Plan. 
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9. Conclusions 

The Data Management Plan presents guidelines, including the description of the data, procedures for 

data management and data management tools for accessing and using the PoDIUM data for research 

purposes. This DMP explains how PoDIUM research data and outcomes are made findable, accessible, 

interoperable and re-useable (FAIR). It is primarily intended to serve as an internal guideline and 

reference for all PoDIUM beneficiaries. It draws on the Grant Agreement, and together with the Grant 

Agreement, it is to be regarded as an overall reference for managing data in PoDIUM. PoDIUM partners 

are responsible for collecting, managing and sharing data according to the guidelines and procedures 

detailed in the DMP. 

 

This deliverable is the first version of the Data Management Plan, which presents the Data 

Management Plan for PoDIUM with the state of information at M06 of the project. This deliverable 

will be updated in M18 and in M36, as D1.5, and D1.6 respectively. 
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